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1. INTRODUGAO

O Plano de Continuidade de Negdcio da Absoluto Partners Gestdo de Recursos Ltda.

(respectivamente “Plano” e “Absoluto Partners”) tem por objetivo estabelecer as

diretrizes e os procedimentos de contingéncia, continuidade de negdcios e recuperacao
de desastres, de forma a assegurar a continuidade das atividades da Absoluto Partners,
bem como a integridade, a confidencialidade e a disponibilidade de suas informagdes
e sistemas, em conformidade com o disposto da Resolugdo CVM n° 21, de 25 de

fevereiro de 2021 (“Resolucdo CVM n° 21”), e aos principios e deveres de governanga,

controles internos e gestdo de risco previstos na Resolugdo CVM n°® 175, de 23 de
dezembro de 2022, bem como o Cédigo de Administracdo e Gestdo de Recursos de

Terceiros (“Codigo de Administracdo de Recursos de Terceiros”). As diretrizes e os

procedimentos aqui estabelecidos deverao ser observados por todos os funcionarios,

empregados, sécios e administradores da Absoluto Partners (“Colaboradores”), no

exercicio de suas atividades e responsabilidades.

2. POTENCIAIS RISCOS

A Absoluto Partners esta sujeita a riscos operacionais que podem impactar a
continuidade de suas atividades, especialmente aqueles relacionados a utilizacdo de
suas instalagdes fisicas, de seus sistemas e de sua infraestrutura tecnoldgica, incluindo,

mas nao se limitando a:

(i) Falhas no fornecimento de energia elétrica;

(i) Indisponibilidade ou falhas nos provedores de internet e telecomunicagodes;

(i)  Atos de vandalismo ou danos as instalagdes fisicas;

(iv) Incidentes de seguranga da informacgéo, incluindo ataques cibernéticos; e

(v) Eventos que impegcam ou restrinjam o acesso fisico as dependéncias da
Absoluto Partners, tais como acidentes, eventos climaticos extremos ou outros

desastres naturais.



3. PLANO DE AGAO EM CASO DE INTERRUPCAO NO FORNECIMENTO DE ENERGIA

Em situagdes de interrupgao no fornecimento de energia elétrica, a Absoluto Partners
adotara medidas destinadas a assegurar a continuidade das atividades essenciais,
priorizando os processos criticos € a manutencdo dos sistemas indispensaveis a
operacgao.
Serdo considerados grupos prioritarios para permanéncia em operagao, enquanto
houver disponibilidade energética:
e Gerente de Tecnologia da Informacao (TI);
e Traders;
o 01 (uma) estagao de trabalho da equipe de Backoffice; e
o Gestores responsaveis pela execucdo de ordens e movimentagdes das
carteiras, a saber, José Zitelmann e/ou Gustavo Hungria.
Caso a interrupgdo no fornecimento de energia ultrapasse 15 (quinze) minutos, as
equipes serdo formalmente comunicadas e sera iniciado o procedimento de
desligamento gradual de equipamentos, observada a seguinte ordem:
1. Estagiarios e recepc¢ao; e
2. Apdos 10 (dez) minutos adicionais, dos 15 (quinze) minutos iniciais sem o
restabelecimento do fornecimento de energia, os equipamentos dos demais

analistas serdo desligados de forma ja programada no sistema.

Eventuais excegoes poderao ser avaliadas de forma pontual, considerando a existéncia
de atividades criticas em andamento, tais como reunides estratégicas, calls relevantes
ou operagdes sensiveis, hipétese em que a permanéncia do equipamento em

funcionamento podera ser autorizada por periodo adicional.

4. PROTEGAO E RECUPERAGCAO DE DADOS

Com o objetivo de assegurar a continuidade das atividades e a integridade,
confidencialidade e disponibilidade das informagdes, a Absoluto Partners adota os

seguintes procedimentos de protec¢ao e recuperacao de dados:



(ii)

(iif)

(iv)

(v)
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Back-up automatico, com periodicidade minima de 6 (seis) horas, de todas as
informacgdes relacionadas aos fundos e as classes de investimentos sob gestao,
aos clientes e aos sistemas, armazenados em ambiente seguro em “nuvem’,
com controles de acesso e segurancga da informacao adequados;

Back-up automatico, com periodicidade minima de 6 (seis) horas em midia fisica
externa criptografada mantida em local seguro e fora da sede da Absoluto
Partners;

Manutenc&o da continuidade operacional dos sistemas por meio da utilizagéo de
equipamentos de no break, destinados a suprir temporariamente o fornecimento
de energia elétrica aos equipamentos criticos;

Disponibilizagdo e manutengao de meios remotos seguros de acesso e trabalho
para os Colaboradores, conforme procedimentos internos especificos; e
Manutencgéao de servidores de contingéncia e backup, destinados a recuperagao

de dados e a retomada das operagdes em caso de incidentes.



SISTEMAS CRITICOS

Sao considerados sistemas criticos todos aqueles indispensaveis a continuidade das
operacdes de negocios da Absoluto Partners — incluindo, mas nao se limitando, a
sistemas que asseguram o processamento tempestivo das operagdes com valores
mobiliarios, o registro e a consulta de informagdes mantidas pelo administrador fiduciario

relativas ao passivo dos fundos e das classes sob gestéo.

O acesso remoto a sistemas criticos sera concedido apenas a Colaboradores
previamente autorizados, observados os principios de necessidade, segregacado de
funcdes e seguranca da informacdo, mediante prévia e expressa autorizagao do Diretor

de Compliance, e estara sujeito a supervisdo e aos controles internos aplicaveis.

METODOS ALTERNATIVOS DE COMUNICAGAO

A Absoluto Partners possui diversos canais de comunicag¢ao destinados a assegurar a
continuidade do contato entre a administragao e os Colaboradores, bem como entre os
proprios Colaboradores, incluindo entre outros, enderecos de e-mails corporativos,
enderecos de e-mails alternativos, numeros de telefones corporativos € numeros de

telefones celulares.

O servidor de e-mail da Absoluto Partners é baseado na “nuvem”, permitindo o acesso
seguro a partir de qualquer localidade com conexdo a internet. O servigo contratado
contempla mecanismos de seguranga da informagéo, incluindo backups automaticos,
controles de acesso e criptografia, de modo a assegurar a disponibilidade, a integridade

e a confidencialidade das comunicacoes.

RECUPERAGAO DAS ATIVIDADES

A equipe de Compliance da Absoluto Partners sera responsavel por acionar, coordenar
€ operacionalizar os planos de contingéncia, bem como por avaliar e autorizar o retorno
gradual as condi¢des normais de funcionamento das instalagdes fisicas e dos sistemas,

observados, no minimo, os seguintes critérios:



(i) Confirmacéao de que as instalagbes se encontram em condigcdes adequadas de
usos;

(i) Inexisténcia de riscos a integridade fisica dos Colaboradores para regresso as
instalacoes;

(iii) Reestabelecimento das condicdes necessarias para a execugdo dos
procedimentos habituais de trabalhos; e

(iv) Disponibilidade do suporte de Tl para verificagdo dos equipamentos, restauragao
dos sistemas, redes e acessos, bom como reativagdo dos mecanismos de

seguranga.

Os Colaboradores que permaneceram em suas residéncias ou em local alternativo
previamente definido serdo comunicados pela equipe de Compliance quanto a

autorizagao e ao cronograma de retorno as instalagdes da Absoluto Partners.

Caso seja avaliado que nao é oportuno desativar o plano de contingéncia em vigor, este
sera mantido ativo, com reavaliagao periédica dos procedimentos de recuperacéo, até

que sejam restabelecidas condigdes adequadas para o retorno as atividades regulares.

Uma vez aprovado o retorno ao ambiente normal de trabalho, a equipe de Compliance
informara a todos os Colaboradores e coordenara a comunicacio externa sobre o fim

do processo de contingéncia.

5. TESTES DE CONTINGENCIA

A Absoluto Partners realiza, testes de contingéncia com o objetivo de avaliar a eficiéncia
e rapidez de acesso aos sistemas essenciais, assegurando que 0S recursos

tecnoldgicos e operacionais da gestora estao aptos a operar de forma remota.

Adicionalmente, a Absoluto Partners verifica a integridade, a disponibilidade e a
capacidade de recuperacao das cépias eletrénicas das informacgdes relativas aos fundos
e as classes de investimento, bem como os demais dados operacionais, mantidos tanto

em suas instalagdes, quanto em ambientes de “nuvem”.



Os testes tém por finalidade avaliar se o Plano de Continuidade de Negdcios é capaz
de suportar, de maneira satisfatéria, os processos operacionais criticos para a
continuidade das atividades da Absoluto Partners, preservando a integridade, a
seguranca e a consisténcia dos bancos de dados, independentemente da alternativa de

contingéncia adotada.

Os testes, contemplam no minimo as seguintes etapas:

(i) verificacdo do funcionamento dos equipamentos de no-break, incluindo o status
operacional e o tempo de autonomia das baterias;(ii) testes de acesso remoto aos
sistemas internos e ao correio eletrbnico corporativo; e(iii) testes de acesso e
recuperagao dos dados armazenados em ambientes externos.

Os resultados de cada teste de contingéncia deverao ser formalmente registrados pela
equipe de Compliance, com indicagao das evidéncias, eventuais falhas identificadas e
medidas corretivas adotadas, quando aplicavel.

Com relagdo ao armazenamento de dados na “nuvem” sera utilizado o sistema de
software Microsoft AZURE onde, dentre outros dados, estardo armazenados os backups
criados pelo Veritas BackupExec, armazenados em ambiente segregado.
Adicionalmente, a Absoluto Partners mantém uma réplica de seus arquivos no sistema
OneDrive (sharepoint), assegurando que as informacdes e os dados estejam
armazenados de forma segura e redundante em multiplas plataformas, mitigando o risco

de perda de dados

4. DISPOSIGOES FINAIS
Excecbes a este Plano, desde que ndo vedadas pela legislacdo ou regulamentagao

aplicaveis, serao analisadas pelo Diretor de Compliance.

Este Plano foi revisto em fevereiro de 2026 e aprovado pela Diretoria em fevereiro de

2026. Sua classificagao de uso é: documento publico.

Quaisquer duvidas ou questdes pertinentes aos temas elencados neste Plano, devem
ser encaminhadas ou esclarecidas com o Diretor de Compliance através do e-mail:

ewygand@absolutopartners.com.br .
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